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System Center 2012 Service Manager builds on its predecessor System Center Service Manager 2010, by extending the ITIL© process features to include Service Request fulfillment, Release Management, and automated orchestration with significant enhancements in its reporting capabilities. The full set of additions and improvements can be found at the official Microsoft website for the product.

System Center 2012 Service Manager (SCSM) is a modular product made up of a series of submodular components. Installing the product is simple using the official product documentation and online community resources.

The post-installation phase requires you to plan and configure the product in a methodical sequence. The aim of the book is to address the challenges faced by many first-time users of SCSM post-installation, and also to share valuable insight from real-world implementations.

The book is written in the Packt style, which provides the reader with independent task-oriented steps to achieve specific SCSM objectives. The authors recommend that you read the first two chapters as a background for subsequent chapters, if you are new to SCSM and process-oriented software products. The book may be read in the order of interest, but where relevant, the authors refer to dependent recipes in other chapters.

What This Book Covers

Chapter 1, ITSM Frameworks and Processes, aims to provide a background to ITSM frameworks with a particular focus on the Information Technology Infrastructure Library (ITIL©) and Microsoft Operations Framework (MOF). The objective is to explain the relevant key areas of these frameworks and how they relate to Service Manager as a solution.

Chapter 2, Personalizing SCSM 2012 Administration, covers the initial process dependent critical settings and tasks a Service Manager administrator would need to configure after successfully installing the product.

Chapter 3, Configuring Service Level Agreements (SLAs), delves into the Service Level Agreement areas of Service Manager 2012 and provides you with recipes, which simplify the implementation of this complex topic.

Chapter 4, Building the Configuration Management Database (CMDB), shows Service Manager Administrators how to build the SCSM 2012 Configuration Management Database (CMDB). The recipes in this chapter include various options, from a
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manual approach, right through to automating the importing of information from external systems.

Chapter 5, Deploying Service Request Fulfillment, focuses on Service Requests in Service Manager 2012. These recipes will show the reader how to set up the underlying components and all the steps required to present Service Requests to end users as catalog items in the Self-Service Portal.

Chapter 6, Working with Incident and Problem Management, takes two core features of Service Manager, Incident and Problem Management, and provides recipes that will accelerate the reader's knowledge and implementation of these vital ITSM processes.

Chapter 7, Designing Change and Release Management, provides recipes for Change and Release Management in SCSM. A modular approach is provided to aid the readers understanding of the mechanics of this complex organization specific processes.

Chapter 8, Implementing Security Roles, simplifies one of the least understood areas of System Center 2012 Service Manager, the role-based security module.

Chapter 9, Reporting, provides the recipes required to expose the wealth of information stored within Service Manager using the supported reporting interfaces to the product.

Chapter 10, Extending SCSM with Advanced Personalization, contains the recipes to take a standard SCSM deployment to an organization-specific personal implementation, using supported Authoring and Development Tools. SCSM is an extendible product but requires expert knowledge of the product's internal mechanisms.

Chapter 11, Automating Service Manager 2012, takes Service Manager to the next level by providing you with recipes that introduce automation of the ITSM processes in scope of the product.

Appendix A, Community Extensions and Third-party Commercial SCSM Solutions, presents a brief summary of some of the most requested and useful extensions to SCSM as solutions from trusted Microsoft Partners. SCSM, similar to most Microsoft products, has an extended solutions partner community.

Appendix B, Useful Websites and Community Resources, is the SCSM administrator's directory of online resources.
Building the Configuration Management Database (CMDB)

In this chapter we will have recipes for configuring the Service Manager with information about your environment. We will specifically cover the area of setting up the Configuration Management Database (CMDB) within Service Manager, with the following tasks:

- Adding configuration items manually
- Importing active directory configuration items
- Importing configuration manager configuration items
- Importing operations manager configuration items
- Importing virtual machine manager configuration items
- Importing orchestrator runbooks
- Using a CSV file to import items into the CMDB
- Creating a business Service
- Personalizing and organizing configuration item views
- Creating a configuration item group

For More Information:
Introduction

In this chapter, Service Manager administrators are shown how to build the CMDB, with various options ranging from a manual approach, right through to automating the importing of information from external systems.

A **Configuration Management Database (CMDB)** is a store of information related to all the components of information systems used in an organization's IT environment. It contains the details of the **Configuration Items (CI)** within the IT infrastructure. CI can be types of components such as, software, hardware, users, clouds and are typically stored in the CMDB with their important attributes and relationships between other CIs.

Service Manager has the ability to create CIs through the following methods:

- Manual creation
- Importing from CSV
- Connection to active directory
- Connection to configuration manager
- Connection to operations manager
- Connection to virtual machine manager
- Connection to orchestrator

Adding configuration items manually

This recipe will show you how to use the Service Manager console to manually create a computer configuration item without using the connector framework or by importing any information.

How to do it...

The following steps will guide you through the process of adding CIs manually to the Service Manager CMDB.

1. In the Service Manager console navigate to **Configuration Items** | **Computers** | **All Windows Computers**.
2. Click on **Create Computer** in the task pane on the right-hand side of the console.
3. A new form screen will open.
4. Fill out the form with relevant data, ensuring any field marked with a red asterisk is filled in as they are mandatory fields.
5. Click on **OK**.
How it works...
Filling in the form submits the data to the database, creating the CI and a unique GUID identifier within the database.

There's more...
This method can be repeated for any configuration item within Service Manager. For a basic installation, this includes CIs such as the following:

- Computers/servers
- Software
- Users
- Business services
- Environments

Importing active directory configuration items
This recipe will show you how to set up the active directory connector, which will allow you to import users, groups, and printers from your active directory forest as CIs within Service Manager.

Getting ready
Before you set up the connector you will need an account within your active directory forest that has Read permissions to the organizational units containing the items you would like to import.

How to do it...
The following steps will guide you through the process of importing data from Active Directory into the Service Manager CMDB.

1. In the Service Manager console, navigate to Administration | Connectors.
2. In the task pane on the right-hand side click on Create Connector and select Active Directory Connector.
3. Review the information on the Before You Begin screen and click on Next.
4. Enter a name and description for the connector. In this example I've called it **demo**.
   local Active Directory Connector.

5. Ensure the **Enable this connector** box is checked and then click on **Next**.
6. Choose to either synchronize the entire domain or a specific OU.
   In this example I've chosen to synchronize the entire domain.
A specific OU may be a more appropriate choice where the active directory structure may contain lots of non-relevant information and you require a more targeted import of data.

7. Next to the Run As Account drop-down options, click on New and enter the details of the account you set up before starting this recipe, which has Read rights to active directory. Click on Next. When prompted, supply the password for the account used for the connector.
8. The Select objects screen allows you to drill down and choose either specific objects to synchronize with this connector or provide an LDAP query to select the objects based on a custom criteria. As shown in this example, just select All computers, printers, users and user groups.

9. Ensure that both options at the bottom of the screen are selected and click on Next.

10. Review the summary and then, click on Create.

11. When the completion screen shows that the connector was successfully created, click on Close.

How it works...

By default the active directory connector polls active directory every 24 hours for new objects. If new objects are present, they are inserted into Service Manager as new configuration items, otherwise the connector becomes dormant until the next 24 hour interval.

By default the AD connector schedule is not configurable via the GUI console but can be changed via PowerShell.

For More Information:
There's more...

The active directory connector can be accessed via the Connectors folder under the Administration Workspace of the Service Manager console. Select the connector and click on Properties from the tasks pane on the right-hand side of the console.

Mapping active directory domain attributes to Service Manager properties

The following link is to the Service Manager TechNet library documentation and shows the active directory attribute and the corresponding Service Manager property that it maps to.


Changing the active directory connector schedule via PowerShell

Unfortunately, changing the schedule of a connector isn't an easy PowerShell cmdlet and requires the use of the SDK via PowerShell.

Anton Gritsenko has a good blog post here that explains how to achieve this:


Importing Configuration Manager configuration items

This recipe will show you how to set up the Configuration Manager connector, which will allow you to import information such as hardware and software information from your configuration manager system as CIs within Service Manager.

Getting ready

Before you set up the connector you will need an account within your active directory forest for the connector that has the following permissions:

- Configuration Manager SQL Database—smsdbrole_extract&db_datareader roles
- Service Manager—advanced operator

For More Information:
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How to do it...

The following steps will guide you through the process of importing data from System Center Configuration Manager into the Service Manager CMDB.

1. In the Service Manager console, navigate to Administration | Connectors.
2. In the task pane on the right-hand side, click on Create Connector and select Configuration Manager Connector.
3. Review the Before You Begin screen and then click on Next.
4. On the General screen, enter a name and a description for the connector. In this example, shown as follows), I've called it demo.local Configuration Manager Connector.
5. Ensure the Enable is ticked so that this connector box is enabled and then click on Next.

For More Information:
6. On the **Select Management Pack** screen, use the drop-down list under **Management Pack** to select the appropriate version of **Configuration Manager** that you wish to connect to, and then click on **Next**.

7. On the **Connect to System Center Configuration Manager Database** screen, supply the name of the server hosting the SQL site database (including any instance information if applicable). Then supply the name of the database. In this example, I've used **SCCM01** as the name of the server holding the site database and **SMS_DL1** as the database name.

8. Next to the **Run As Account** drop-down selection, click on **New** and enter the details of the account you had set up before starting this recipe, which is a member of **smsdbrole_extract** and the **db_datareader** groups for the site database.

9. Click on **Test Connection** and enter the password for the account, when prompted.

10. Click on **Next**.

---

For More Information:
11. On the Collections screen select the collection containing the CIs you would like to synchronize, for this example, All Systems.

12. Ensure that the box next to Do not write null values for properties that are not set in Configuration Manager is checked. Click on Next.

13. On the Schedule screen, select when and how often you would like the connector to run. For this recipe, set it to every day at 06:00 and click on Next.

14. Review the information on the Summary screen then click on Create.

15. Review the information on the Confirmation screen then click on Close.

How it works...

The Service Manager connector queries the configuration manager database and extracts information related to computers, software, hardware, operating systems, software updates, users, and DCM baselines, and stores it within the CMDB.

For More Information:
There's more...

The Configuration Manager connector can be accessed via the Connectors folder under the Administration Workspace of the Service Manager console. Select the connector and click on Properties from the task pane on the right-hand side of the console.

Mapping Configuration Manager attributes to Service Manager properties

The following link is to the Service Manager TechNet library documentation and shows the Configuration Manager attribute and the corresponding Service Manager property that it maps to.


Importing Operations Manager configuration items

This recipe will show you how to set up the Operations Manager connector, which will allow you to import information such as server IP addresses, SQL databases, and distributed application information from your operations manager system as CIs within Service Manager.

Getting ready

Before you set up the connector you will need an account within your Active Directory forest for the connector that has the following permissions:

- Operations Manager—operator privileges
- Service Manager—advanced operator

For the Operations Manager connector to know what to synchronize with Service Manager, it is required that the management packs containing the classes that define the information are imported into Service Manager.

The Service Manager installation directory contains the base management packs required to get started with the Operations Manager connector.
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For Operations Manager 2007:

1. Open a PowerShell window.
2. Type the following commands:
   ```
   Set-ExecutionPolicy Unrestricted
   Set-Location "Program Files\Microsoft System Center 2012\Service
   Manager\Operations Manager Management Packs"
   .\installOMMPs.ps1
   ```
3. Close the PowerShell window.
4. This will import the Operations Manager 2007 Management Packs required for a basic connector.

For Operations Manager 2012:

1. In the Service Manager console navigate to the Administration | Management Packs.
2. In the tasks pane on the right-hand side under Management Packs click on Import.
3. On the Select Management Packs to Import screen, click on Add and navigate to the drive where Service Manager is installed:
   ```
   Program Files\Microsoft System Center 2012\Service Manager\Operations Manager 2012 Management Packs.
   ```
4. Click on the Change the File Type drop-down menu to select MP Files (*.mp).
5. Select all the management packs displayed and click on Open.
7. When the import process is complete, click on OK.

How to do it...

The following steps will guide you through the process of importing data from System Center Operations Manager into the Service Manager CMDB.

1. In the Service Manager console navigate to Administration | Connectors.
2. In the task pane on the right-hand side, click on Create Connector then select Operations Manager CI Connector.
3. Review the Before You Begin screen then click on Next.

For More Information:

4. On the **General** screen, enter a name and a description for the connector. In this example I've called it **demo.local Operations Manager Connector**.

![Operations Manager CI connector wizard](image)

5. Ensure the **Enable** box is checked and then click on **Next**.

6. On the **Server Details** screen in the **Server Name** box, supply the name of the server that the Operations Manager Management Server is installed on.

7. Next to the **Run As Account** drop-down menu, click on **New** and enter the details of the account you had set up before starting.

8. Click the test connection and enter the password for the account, when prompted.

9. Click on **Next**.

---

For More Information:
10. On the **MP Selection** screen, check the **Select all** box and ensure that the **Do not write null values for properties that are not set in Operations Manager** box is checked. Click on **Next**.

11. On the **Schedule** screen, select when and how often you would like the connector to run. For this recipe, set this to every day at 05:00 and click on **Next**.

12. Review the information on the **Summary** screen then click on **Create**.

13. Review the information on the **Confirmation** screen the click on **Close**.

**How it works...**

The Service Manager connector queries the Operations Manager Management Server and extracts information related to servers and related items and stores it within the CMDB according to the schedule specified.

**For More Information:**

There's more...

The Operations Manager connector can be accessed via the Connectors folder under the Administration Workspace of the Service Manager console. Select the connector and click on Properties from the task pane on the right-hand side of the console.

Adding new Operations Manager CIs

Every so often you will import new management packs into Operations Manager to extend its monitoring capabilities and/or update its management packs with newer versions. These will require importing into Service Manager to either allow these new classes of data to be brought across as CIs or to ensure that any changes to the classes within the management packs are mirrored across both systems.

First use the same method described in the Getting ready section of this recipe to import and browse for the updated/new management packs.

Next you must edit the Operations Manager CI connector, as follows:

1. In the Service Manager console, navigate to the Service Manager console to Administration | Connectors.
2. Select the Operations Manager CI Connector, named demo.local Operations Manager Connector in this recipe.
3. In the task pane on the right-hand side, click on Properties.
4. In the Edit screen on the left-hand side, click on Management Packs and then click on Refresh.
5. Enter the password for the account used by the Operations Manager CI Connector and click on OK.
6. In the Management Packs list, select the new management packs that you have just imported or check the Select All box, and click on OK.

Importing Virtual Machine Manager configuration items

This recipe will show you how to set up the Virtual Machine Manager connector, which will allow you to import information about your virtualization CIs and your private cloud environment.

For More Information:
Getting ready

Before you set up the connector you will need an account within your Active Directory forest for the connector that has the following permissions:

- Virtual Machine Manager—SCVMM Administrator Role and Local Administration Rights on the Virtual Machine Manager server
- Service Manager—Advanced Operator

You must also ensure that an Operations Manager CI connector has been created first and that the following management packs are imported:

- IIS 2003
- IIS 7
- IIS Library
- SQL Server Core Library

After these are imported, import the Virtual Machine Manager Management Pack (Microsoft.SystemCenter.VirtualMachineManager.2012.Discovery) into Service Manager and all the management packs are synchronized with the Operations Manager CI Connector.

See the Operations Manager CI Connector recipe for information on importing management packs, setting up the Operations Manager CI connector, and synchronizing management packs with the connector.

How to do it...

The following steps will guide you through the process of importing data from System Center Virtual Machine Manager into the Service Manager CMDB:

1. In the Service Manager console, navigate to Administration | Connectors.
2. In the task pane on the right-hand side, click on Create Connector. Then select Virtual Machine Manager Connector.

For More Information:

3. Review the **Before You Begin** screen then click on **Next**.
4. On the **General** screen enter a name for the connector and a description. In this recipe I've called it **demo.local SCVMM Connector**.

5. Ensure that the **Enable this connector** box is checked, and then click on **Next**.

For More Information:  
6. On the **Connection** screen in the **Server Information** box, supply the name of the server that the Virtual Machine Manager is installed on. In this recipe I've used **SCVMM01** as the name of the Virtual Machine Manager Server.

7. Next to the **Run As Account** drop-down menu click on **New** and enter the details of the account that you had set up before starting.

8. Click **Test Connection** and enter the password for the account when prompted.

9. Click on **Next**.

10. Review the information on the **Summary** screen and then click on **Create**.

11. Review the information on the **Confirmation** screen and then click on **Close**.

**How it works...**

Most of the CI information related to virtualization is actually brought across by the Operations Manager CI connector, which is why it is a prerequisite to have that connector set up before creating the Virtual Machine Connector. The Virtual Machine Connector syncs information relating to the Virtual Machine Manager Library to complete the CMDB information.

**For More Information:**

The items the connector syncs are as follows:

- Service templates
- VM templates
- Storage classifications
- Logical networks
- Load balancers
- Load balancer VIP templates

This extra information allows you to create items such as Service Requests that might allow a user to provision a Virtual Machine by referencing a VM Template.

**There's more...**

The Virtual Machine Manager connector can be accessed via the Connectors folder under the Administration Workspace of the Service Manager Console. Select the connector and click on **Properties** from the task pane on the right-hand side of the console.

**Need to use an account that isn't a local Administrator?**

If you have a policy that prohibits the use of local administrator accounts, you need to manually adjust a few permissions to allow for remote PowerShell usage by the account used for the Virtual Machine Manager connector.

1. Log on to the server hosting Virtual Machine Manager as a user with administrative rights.
2. Open a PowerShell window (ensure it's elevated with administrative rights).
3. Type the following and press **Enter**:
   ```powershell
   Set-PSsessionConfiguration Microsoft.Powershell - ShowSecurityDescriptorUI
   ```
4. When prompted whether "you are sure you want to perform this action", type **Y** and press **Enter**.
5. Add the account being used for the connector and grant it **Execute (Invoke)** permission by checking the **Allow** box.
6. Click on **OK**.
7. If prompted to confirm whether "WinRM can be restarted", type **Y** and press **Enter**.

For More Information:
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Setting up a Virtual Machine Manager and Operations Manager integration

Because most of the information about your virtualization CIs comes through the Operations Manager CI Connector it is also advisable to set up the integration feature between Virtual Machine Manager and Operations Manager via the Virtual Machine Manager console.

1. Within Operations Manager ensure that the following management packs are imported:
   - IIS 2003
   - IIS 7
   - IIS Library SQL
   - Server Core Library

2. In the Virtual Machine Manager console, navigate to Settings workspace.
3. Click on System Center settings and Operations Manager Server.
4. If no connection exists, a wizard will start.
5. Follow the wizard through and the connection will be made.

Importing Orchestrator runbooks

This recipe will show you how to setup the Orchestrator connector, which will allow you to import information about your runbooks to allow them to be used within automation activities in Service Request processes.

Getting ready

Before you set up the connector you will need an account within your Active Directory forest for the connector that has the following permissions:

- Read Properties
- List Contents
- Publish permissions to the root Runbook folder and all child objects

These permissions are granted via the Runbook Designer console.

For More Information:
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How to do it...

The following steps will guide you through the process of importing runbook information from System Center Orchestrator into the Service Manager CMDB to allow runbooks to be used as automation activities during Service Requests.

1. In the Service Manager console navigate to Administration | Connectors.
2. In the task pane on the right-hand side click on Create Connector then select Orchestrator Connector.
3. Review the Before You Begin screen then click on Next.
4. On the General screen enter a name for the connector and a description. In this recipe I've called it demo.local Orchestrator Connector.

5. Ensure that the Enable this connector box is checked, and then click on Next.
6. On the **Connection** screen in the **Server Information** box, supply the URL of the Orchestrator Web Service. This is in the form of http://<Server>:81/Orchestrator2012/Orchestrator.svc. In this example I’ve used http://SCORCH01:81/Orchestrator2012/Orchestrator.svc as the URL of the Orchestrator Web Service.

7. Next to the **Run As Account** drop-down menu, click on **New** and enter the details of the account you set up before starting.

8. Click **Test Connection** and enter the password for the account when prompted.

9. Click on **Next**.

10. On the **Folder** screen select the folder containing the runbooks you require to synchronize to Service Manager. For this recipe select the root folder (shown as a \) to synchronize all runbooks.

---

**For More Information:**

11. On the web console URL screen type the URL for the Orchestrator web console. This is usually in the form of http://<Server>:82. For this recipe I've used http://SCORCH01:82.

12. Review the information on the Summary screen then click on Create.

13. Review the information on the Confirmation screen the click on Close.

How it works...

The connector pulls information from the web Service regarding what runbooks are available and the input parameters that each runbook contains. These runbooks and their parameters can then be used with automation activities. The automated activities are invoked by workflows which use the the parameters specified in the runbook CIs.

There's more...

After creating the connector, the imported information regarding the runbooks will be available for use within activities for use with Service Requests.

For More Information:
Where are my runbooks?
After you set up the Orchestrator connector, you will find the imported runbooks under the Library section of the Service Manager console.

Using a CSV file to import items into the CMDB
Sometimes you may want to bulk import configuration items into the CMDB. One way to do this is to import them using a Comma-Separated Value (CSV) file containing the CIs that relate to any class type or projection type already existing within Service Manager.

Getting ready
To import data using this method, two files are required, as follows:

- A file containing the CIs to be imported; structured in a comma-delimited method and saved with a .csv extension.
- A file that defines the class types or projection types used by all items in the CSV file. Also, this file defines the order in which the data appears as columns. The file must end with an .xml extension, and the authors recommend that you match the first part of the XML file name to the first part of the CSV file name.

How to do it...
First we need to create the data file. In this recipe we will create a CSV file that will allow us to import some computer/server configuration items into Service Manager.

1. Open Microsoft Excel or similar spreadsheet application.
   On the first row create the following headers:
   - Computer Name
   - Number of Physical Processors
   - Number of Logical Processors
   - IP Address

2. Then provide data, like the following table:

For More Information:
<table>
<thead>
<tr>
<th>Computer Name</th>
<th>Number of Physical Processors</th>
<th>Number of Logical Processors</th>
<th>IP Address</th>
</tr>
</thead>
<tbody>
<tr>
<td>WKST01</td>
<td>1</td>
<td>2</td>
<td>172.16.1.50</td>
</tr>
<tr>
<td>WKST02</td>
<td>1</td>
<td>4</td>
<td>172.16.1.52</td>
</tr>
<tr>
<td>WKST03</td>
<td>1</td>
<td>2</td>
<td>172.16.1.57</td>
</tr>
<tr>
<td>WKST04</td>
<td>1</td>
<td>2</td>
<td>172.16.1.60</td>
</tr>
<tr>
<td>WKST05</td>
<td>1</td>
<td>6</td>
<td>172.16.1.68</td>
</tr>
<tr>
<td>Server01</td>
<td>2</td>
<td>4</td>
<td>172.16.1.200</td>
</tr>
<tr>
<td>Server02</td>
<td>2</td>
<td>8</td>
<td>172.16.1.201</td>
</tr>
<tr>
<td>Server03</td>
<td>4</td>
<td>16</td>
<td>172.16.1.202</td>
</tr>
<tr>
<td>Server04</td>
<td>4</td>
<td>24</td>
<td>172.16.1.203</td>
</tr>
<tr>
<td>Server05</td>
<td>1</td>
<td>1</td>
<td>172.16.1.204</td>
</tr>
</tbody>
</table>

3. Remove the first row with the column headings and then save the data as a CSV file called ComputerCIs.csv.

4. The resulting CSV file contents should look like the following:

   - WKST01,1,2,172.16.1.50
   - WKST02,1,4,172.16.1.52
   - WKST03,1,2,172.16.1.57
   - WKST04,1,2,172.16.1.60
   - WKST05,1,6,172.16.1.68
   - Server01,2,4,172.16.1.200
   - Server02,2,8,172.16.1.201
   - Server03,4,16,172.16.1.202
   - Server04,4,24,172.16.1.203
   - Server05,1,1,172.16.1.204

Next we need to create the XML file that defines the format and structure.

1. The information stored in the data file is aimed at creating/updating CIs of the class Windows Computer, which is defined within Service Manager as a class `Microsoft.Windows.Computer`.

2. We also have four columns of data that need mapping to the appropriate properties of the `Microsoft.Windows.Computer` class. You can either use the Authoring tool to locate the class and view the properties or you can use PowerShell.

For More Information:
3. Use an XML editor to create the required XML file (for example Notepad.exe). The following table shows the appropriate properties for our data that we need to map the columns to:

<table>
<thead>
<tr>
<th>Property</th>
<th>Property name</th>
</tr>
</thead>
<tbody>
<tr>
<td>Computer Name</td>
<td>PrincipalName</td>
</tr>
<tr>
<td>Number of Physical Processors</td>
<td>PhysicalProcessors</td>
</tr>
<tr>
<td>Number of Logical Processors</td>
<td>LogicalProcessors</td>
</tr>
<tr>
<td>IP Address</td>
<td>IPAddress</td>
</tr>
</tbody>
</table>

4. Every XML definition file for CSV import starts with the following line:
   `<CSVImportFormat>` and ends with a similar closing line: `</CSVImportFormat>`

5. The next line defines the class type to be imported. For this recipe that needs to be the `Microsoft.Windows.Computer` class.
   `<Class Type="Microsoft.Windows.Computer">`
   This again requires a closing tag after the properties:
   `</Class>`

6. For each column of data within the data file, we need to specify the property of the class it requires mapping to and in the order in which they are listed within the CSV file.
   `<Property ID="PrincipalName" />`
   `<Property ID="PhysicalProcessors" />`
   `<Property ID="LogicalProcessors" />`
   `<Property ID="IPAddress" />`

7. This will give a completed XML definition file that looks like this:
   `<CSVImportFormat>
   <Class Type="Microsoft.Windows.Computer">
   <Property ID="PrincipalName" />
   <Property ID="PhysicalProcessors" />
   <Property ID="LogicalProcessors" />
   <Property ID="IPAddress" />
   </Class>
   </CSVImportFormat>`

8. Save this XML file as `ComputerCIs.xml`.

For More Information:
Finally these two files can now be used to import data into Service Manager by following these next steps:

1. In the **Service Manager** console navigate to the **Administration** workspace.
2. Expand **Administration** and the click on **Connectors**.
3. In the tasks pane on the right-hand side, click on **Import from CSV File**.
4. On the **Import Instances from CSV File** screen that opens, use the **Browse** buttons to locate and open the XML and CSV files previously created.
5. Click on **Import**.
6. The **Importing Instances** screen will now open and give you a progress bar for the import. If importing a large number of objects, this could take a considerable time.

**How it works...**

By mapping the columns of data to the properties of the class you define within the XML file it's possible to bulk import lots of data and have Service Manager match the data to the classes and properties so it can create the configuration items for you.

**There's more...**

The previous recipe shows the steps required to import data using a CSV file and the CSV connector but below are some additional tips.

**Using PowerShell to find the properties**

Rather than having to open the Authoring tool and create a temporary management pack to view the different classes and their properties PowerShell can be used to quickly look these up using the SCSM PowerShell Cmdlets available from CodePlex here: [http://smlets.codeplex.com/](http://smlets.codeplex.com/).

**For More Information:**

For this recipe we needed the properties for the Windows Computer class.

Open a PowerShell session and type the following:

```
Import-Module SMLets
$CI = Get-SCSMClass -Name Microsoft.Windows.Computer
$CI.PropertyCollection
```

This will list all the properties directly used by the class (but not relationships).

**Is CSV import just for configuration items?**

No, CSV import is not just for configuration items. The CSV import method can also be used to create work items such as incidents by targeting the data at the System.WorkItem.Incident class by using the XML definition file and defining the properties for the data such as Title, Description, Impact, and Urgency.

This can be very useful especially for scenarios such as migrating Service Desk tools.

**Complex CI importing**

Sometimes you will want to import data that isn't held by just a single class but maybe spans multiple classes and in particular class relationships.

For example, you may want to import a new computer CI, but specify the Asset Custodian for that device.

This can be achieved through the use of Type Projection and defining these in the XML definition file rather than just a single class type.

Apart from using the previous recipe and creating a new computer CI based on the information such as Computer Name, Number of Physical Processors, Number of Logical Processors, and IP Address, we also now need to specify the user details for the custodian.

The original XML definition file started with the following code:

```xml
<CSVImportFormat>
  <Class Type="Microsoft.Windows.Computer">
```

This time the Type Projection needs to be specified first:

```xml
<CSVImportFormat>
  <Projection Type="Microsoft.Windows.Computer.ProjectionType">
  <Seed>
  <Class Type="Microsoft.Windows.Computer">
```

Specify the properties as before, close the class section with the `</Class>` tag and then ensure the seed section is also closed with a `</Seed>` tag.

For More Information:

Next, the additional class information for the Custodian can be added by starting a new section with a `<Component Alias>` tag:

```xml
<Component Alias="Custodian">
  <Seed>
    <Class Type="System.Domain.User">
      <Property ID="Domain"/>
      <Property ID="UserName"/>
    </Class>
  </Seed>
</Component>
```

This allows the data to be added to the data file in the format of the Domain Name in the column after IP Address and then the username of the custodian that should be assigned.

Finally the `</Projection>` tag must be placed towards the bottom to close the Type Projection definition.

The final XML would look like the following:

```xml
<CSVImportFormat>
  <Projection Type="Microsoft.Windows.Computer.ProjectionType">
    <Seed>
      <Class Type="Microsoft.Windows.Computer">
        <Property ID="PrincipalName"/>
        <Property ID="PhysicalProcessors"/>
        <Property ID="LogicalProcessors"/>
        <Property ID="IPAddress"/>
      </Class>
    </Seed>
    <Component Alias="Custodian">
      <Seed>
        <Class Type="System.Domain.User">
          <Property ID="Domain"/>
          <Property ID="UserName"/>
        </Class>
      </Seed>
    </Component>
  </Projection>
</CSVImportFormat>
```

See also

There are third-party tools that make CSV import and data mapping easier. See the Appendix for information about Provance and their Data Management Pack.

For More Information:

Creating a business service

This recipe shows how to create a business service within Service Manager. A **business service** is a collection of information relating to an IT service such as an e-mail system, a payroll system, or other line of business service. The information about the service consists of information such as the components that make up the service (servers, databases, websites) and properties such as availability of the service, affected users, and owner information for example.

**Getting ready**

You can either manually create a business service in which case review the manually creating CIs recipe or you can have them synchronized with information relating to distributed applications from within Operations Manager, in which case review and set up the Operations Manager CI Connector as shown in the recipe within this chapter.

This recipe will show how to create a business service based on a distributed application. Before attempting this recipe you will need a distributed application and save it to management pack.

You will also need all the management packs that contain items that your distributed application references, such as SQL and IIS.

**How to do it...**

The following steps will guide you through the process of creating a business service within Service Manager:

1. Within Operations Manager export the management pack containing the distributed application you want to create as a business service.

2. Within the **Service Manager** console navigate to **Administration | Management Packs**.

3. On the task pane on the right-hand side of the console click on **Import**.

4. On the **Select Management Packs to Import** screen, navigate to the management pack you exported earlier, select it, click on **Open**, and then click on **Import**.

5. If the import fails, review the error details and mostly likely it will reference a management pack that the one you are trying to import relies on. If so, repeat the import process but navigate to the required management pack and import that first before the one containing your distributed application.

6. Once you have the management pack imported navigate in the **Service Manager console | Administration | Connectors**.

For More Information:
7. Select the **Operations Manager CI Connector** and in the task pane click on **Properties**.

8. In the **Edit** screen, in the left-hand side, click on **Management Packs**, and then click on **Refresh**.

9. Enter the password for the account used by the Operations Manager CI Connector and click on **OK**.

10. In the Management Packs list, select the new management packs you imported and click on **OK**.

11. With the **Operations Manager CI connector** selected click on **Synchronize Now** in the task pane.

12. Navigate in the **Service Manager** console | **Configuration Items** | **All Business Services**.

13. Your distributed application should now be displayed under **All Business Services**.

14. Select your business service and click on **Edit** on the task pane on the right-hand side.

15. From the form screen that opens you can add additional information such as availability, operational status, owner and affected users, as well as view the components that make up the business service as defined within Operations Manager as your distributed application.

### How it works...

Service Manager uses the information in the exported management pack, from operations manager to create the business service CI. The business service definition in Service Manager matches the distributed application in Operations Manager due to the use of this shared management pack.

### There's more...

The business services are great for storing information related to a service so they're available when creating work items, but they can also be used to automatically raise incidents.

### Raising related incidents

By default, Service Manager will not connect related incidents raised from Operations Manager to Business Services. For example an alert about a database being offline that is part of a business service will not add the business service as a related item to the incident.

This can be enabled, but requires the alert to be generated with the same name as the business service. This requires some planning and the use of rollup monitors in the related Operations Manager instance.

---

For More Information:  
Personalizing and organizing configuration item views

This recipe is designed to show you how to personalize and organize your configuration item views.

How to do it...

The following steps will guide you through the how to organize CI information into personal views within Service Manager.

1. Navigate in the Service Manager console to Configuration Items workspace, expand Configuration Items, and click on Computers.
2. Click on Create View on the task pane on the right-hand side.
3. Specify a name and description for the view. For this recipe give the view a name of All Virtual Servers.

For More Information:
4. Click on Criteria on the left-hand side of the Create View screen.
5. Next to the Search for objects of a specific class click on the Browse button.
6. On the Select a Class screen use the drop-down list to select Combination classes and use the filter box to find the Computer (typical) type projection, select it, and click on OK.

For More Information:
7. Under **Available properties** select the relevant property to filter the information shown in the view. For this recipe choose **Virtual Machine** and click on **Add**. Ensure that the criteria for **Virtual Machine** is set to **equals** to **True**.

![Create View](CreateView.png)

8. Click on **Display** on the left-hand side of the **Create View** screen.

9. Use this section to select the columns to display in the view. For this recipe select only the following:
   - NetBIOS Computer Name
   - Expand Hosts Windows Operating System
   - Operating System Version Display Name
   - Physical Memory (MB)
   - Service Pack Version

10. Click on **OK**.

For More Information:
How it works...

This recipe walked you through the process of creating a view to display information related to the virtual servers contained within your CMDB. This recipe can be repeated to create new views based on any class or combinations of classes you select and the visible columns of data you choose to display by choosing different classes and columns in steps 6, 7, and 9.

Creating a configuration item group

You can use groups within Service Manager to logically group and manage configuration items (CIs). Groups can contain either CIs of the same class or mixed classes and can be either a static group by manually adding certain CIs or a dynamic group by specifying the rules.

How to do it...

The following steps will guide you through the process of creating a CI group.

1. In the Service Manager console navigate to the Library workspace, expand Library and click on Groups.
2. In the task pane on the right-hand side click on Create Group.
3. Review the information on the Create Group Wizard screen then click on Next.
4. On the General screen provide a name for the group and a description. For this recipe name the group VIP Users and provide a description of All VIP IT Service Users.
5. Under Management pack, drop the list down and select your custom management pack to store this group in, and then click on Next.
6. If you wish to manually specify any specific objects, on the Included Members screen, click on Add. For this recipe, simply click on Next on the screen to skip.
7. On the Dynamic Members screen click the … button next to the box under the text Specify the class and add criteria to build your query.
8. On the Select a class screen that opens filter the list by typing in the box and select the User class. Click on OK.

For More Information:
9. Use the filter box under Available properties to find Department, select it, and click on Add. Then alter the Criteria to contains and type Management.

This will create a group containing all users that have management as part of their department description which is either pulled from Active Directory or manually specified.

10. Click on Next.

11. On the Subgroups page you can specify other groups that already exist to combine them into one group. For example if you had two separate groups, one for the senior managers and one for the line managers, you could create an all managers group and use this to simply add both the groups without having to use the dynamic members section. For this recipe, just click on Next to skip the screen.

12. On the Excluded Members screen you can choose objects to specifically exclude from the list that might get picked up by any dynamic rules or other groups that you don’t want in this list. For this recipe just click on Next to skip the screen.

13. Review the information on the Summary screen then click on Create.

14. Once the Completion screen shows that the group has been created successfully, click on Close.
How it works...

A group is a logical grouping of configuration items stored within the CMDB. Once you have created a group, you can use it within security roles to restrict access, as criteria for notification subscriptions or even as criteria for reports.

There's more...

This recipe showed how to create a group containing users but you can create groups for other CIs too.

Creating other groups containing other CI types

You can use this recipe and change the object type to select anything stored within the CMDB to build groups containing other CIs such as a group to hold all the virtual servers by varying steps 8 and 9. Also, you can manually assign items by adding them in step 6 and skipping steps 7, 8, and 9 instead.
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