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About the Author

Gethyn Ellis is a SQL Server consultant and trainer with clients in Europe and North America. His client base includes both public and private sector clients that range from large financial firms to departments of the UK government. Specialized in database administration, virtualization, and performance, he has been involved in several large projects that involve migration of large SQL Server estates to the latest version of SQL Server and also migrated that infrastructure to a virtualized platform. He is also an instructor with Learning Tree and teaches several courses on the Learning Tree SQL Server curriculum. You can follow Gethyn's blog at www.gethynellis.com.

I would like to mention a few people here. My Mum, Lynda, and dad, Ron Ellis for encouraging me to write this book. My sister, Katheryn, and brother-in-law, Gareth Lewis, who have just given birth to twin boys. I would also like to mention my niece and two new nephews, Carys Gwen, Iwan, and Efan Lewis. Last but not least, I also wish to mention my two golden retriever dogs, Seth and Jake. While I wrote this book, these two helped me dearly by providing necessary distractions from the writing process by demanding regular long walks.

For More Information:
Getting Started with SQL Server 2014 Administration

SQL Server releases seem to be coming thick and fast these days. Since SQL Server 2005, there has been a new release nearly every two years. Most of the new features have had a business intelligence focus since SQL Server 2005. There have been some features that the production DBA that looks after transaction systems would have an interest in, such as the AlwaysOn Availability Groups feature introduced with SQL Server 2012. This new release of SQL Server has some great new features that will capture the attention of the database administrator "in the trenches". You will learn how to improve the performance of your transactional databases by utilizing the new In-Memory OLTP features. Cloud has been a buzz word for a quite a long time, and SQL Server 2014 allows closer integration with the cloud using Microsoft Azure. You can create complete virtual machines with SQL Server installed in Microsoft Azure or you can simply store your database files in the Microsoft Azure cloud.

What This Book Covers

Chapter 1, SQL Server 2014 and Cloud, will teach you how to make use of Microsoft Azure Storage to store the data files of your local instance databases in the cloud.

Chapter 2, Backup and Restore Improvements, will cover how to back up your database to a URL and Microsoft Azure Storage. It will also teach you to use native tools to encrypt your SQL Server backups.

Chapter 3, In-Memory Optimized Tables, explores the main new features of In-Memory OLTP, which can significantly improve performance of your transactional systems.

Chapter 4, Delayed Durability, offers the DBA the option of controlling how transactions are written to the transaction log. This setting can also significantly help improve the performance of your database.

Chapter 5, AlwaysOn Availability Groups, discusses the enhancements in AlwaysOn Availability groups and shows how you to set up a replica on Microsoft Azure Virtual Machine.

Chapter 6, Performance Improvements, covers some of the other new features and enhancements that can help improve performance.

For More Information:
Cloud is a buzzword that has been around for a long time, and it can in fact have many different meanings. Generally, it is considered as a process where remote computers are used to provide services possibly over the Internet, rather than using local computer servers or personal computers. A cloud can be public when computing resources are provided and hosted by a third party over the Internet and shared by all the paying subscribers, or private when computers and servers are hosted and owned by a company or business. A cloud can be Software as a Service (SaaS), Infrastructure as a Service (IaaS), or even Hardware as a Service (HaaS).

Microsoft's strategy seems to be pushing towards a cloud infrastructure, and SQL Server 2014 has some features that make hosting your data and/or infrastructure in the cloud easy to work with, set up, and manage. In this chapter, you will explore the options that are available when working with SQL Server in the cloud—Microsoft Cloud in particular. We will also look at setting up and configuring Microsoft Azure Storage to house your SQL Server data files and creating your own Microsoft Azure SQL Server virtual machines. You can find out more information about this at http://azure.microsoft.com/en-us/services/sql-database/.

In this chapter, you will learn about creating databases in Microsoft's cloud solution. This is called Microsoft Azure SQL Database, previously known as SQL Azure.

**Windows Azure SQL Database**

Microsoft has both an SaaS and an IaaS offerings, and we will look at each of these offerings in the following paragraphs.

SaaS is a centrally managed and hosted piece of software that you pay for like a utility bill. Usually, the data used or consumed is used to calculate how much you pay. The more you use, the more you pay. Windows Azure SQL Database (formerly known as SQL Azure) is an example of SaaS.
IaaS is a service offered by a cloud provider whereby the hardware is hosted by the provider and you pay for what you use, much like the utility bill analogy used previously. The physical infrastructure is managed by the cloud solution provider, but you do have some control over how the virtual machine running your software is set up. You don’t need to worry about managing and maintaining the physical hardware, and IaaS can make it a simple process to scale out your environment. Microsoft Azure also allows you to host your own virtual machine, with the Windows Server operating system and SQL Server 2014 installed. Amazon offered IaaS, providing virtual machines with SQL Server installed for a long time. Microsoft has recently followed suit with Microsoft Azure Virtual Machines. You can host Active Directory services in the cloud too. This means your off-premise Microsoft Azure Virtual Machines can be integrated nicely with your one-premise physical or virtual machines.

**Creating a Windows Azure SQL database**

To create a Microsoft Azure database, we need a Microsoft Azure account, which you can get as a free trial if you want to experiment with Microsoft Azure. However, you will need to enter some credit card information, even if you only want the free trial. To create your account, visit [http://azure.microsoft.com/en-us/](http://azure.microsoft.com/en-us/) and follow these steps:

1. When you have created your Microsoft Azure account, you will need to log in to the management portal. You will come across a screen that looks similar to the following screenshot:


   **For More Information:**
   
2. Click on the **SQL DATABASES** option from the menu on the left-hand side. If you don’t have any SQL databases created, you will have a screen that looks similar to the following screenshot:

![SQL Databases Screen](image)

3. Click on the **New** button to start the **Create Database** wizard. You need to make some choices from the screen shown in the following screenshot:

![Create Database Wizard](image)

For More Information:
4. In this wizard, the database helpdesk has been called upon. The edition of the Windows Azure SQL Database defines what features are available and how much it costs. For the purposes of this example, a web edition database has been chosen. With the web edition of Windows Azure SQL database, you can have a database storage limit of up to 5 GB. If you chose the business edition, you can have a database storage limit of up to 150 GB. The next step is to choose the collation for your database, which in this case has been set to the default setting, as well as the subscription type that you wish to use to pay for your SaaS database. As a SQL database for Microsoft Azure is yet to be chosen, you need to select the **New SQL database Server** option. You then need to click on the next arrow button.

5. On the next screen, you will need to enter some server settings and then create a login name; in this case, I entered Gethyn and a safe and secure password. I chose my region as **Western Europe**.

For More Information:
6. Click on the check box to create the Microsoft Azure database. Once the database has been created successfully, you can view it under the SQL DATABASES section in the Microsoft Azure management portal.

Connect to a Windows Azure SQL database with Management Studio

Now that a Windows Azure SQL database has been created, the next step is to connect the database in order to begin the design process, which involves creating tables to store your important business data. SQL Server 2014 comes with Management Studio, which is a robust tool for both administrators and developers to code and administer SQL Servers and SQL Server databases. We can use this tool to work with our SQL Azure Database.
SQL Server 2014 Management Studio has been installed in this case; you can install Management Studio from the SQL Server installation media if it is not installed already. Installing SQL Server Management Studio is outside the scope of this book. The management portal will provide us with a Microsoft Azure server name, and you can connect it to the server using the username and password created in the earlier steps.

Before you connect, you will need to set up firewall rules to allow your laptop to connect. Click on the Set up Windows Azure firewall rules for this IP address link.

The firewall rule can take a few minutes to take effect. Fire up SQL Server Management Studio 2014 and connect it to the Windows Azure SQL Database. You will need to specify the server name given to you when you created your Windows SQL Azure Database and also the login name and password. Once you click on Connect, you will then be connected to your Windows SQL Azure Database. You will see that Object Explorer looks different in comparison to a local SQL Server instance connection. You have three folders available: Databases, Security, and Management. This is all you need.

For More Information:
Migrating an existing database to Microsoft Azure

If you have an existing database on a local instance of SQL Server, there is a wizard you can use to help migrate a database to a Windows Azure SQL Database. In my case, I have a database called T3 that currently sits on my local SQL Server 2014 instance. You can then use the management studio wizard to move the database to Microsoft Azure.

You need to connect to the local SQL Server 2014 instance in Management Studio. To start the wizard, right-click on the database to move. Select the Tasks option and click on Deploy to Windows Azure SQL Database to start the wizard. The first screen of the wizard explains what the wizard will implement; you can safely click on Next on this screen.

For More Information:
You will then specify the Windows Azure SQL Database server name; for this example, I will use the credentials I created earlier as shown in the following screenshot:

![Deployment Settings](image)


When you have successfully deployed your on-premise database to a Windows Azure SQL Database, you will get a confirmation screen that reports whether the operation has been successful or not. You will be able to view the newly deployed SaaS database by connecting to the cloud-based SQL database in Management Studio.

For More Information:
Integrating Microsoft Azure Storage

SQL Server 2014 offers you the ability to store your SQL Server data files in Microsoft Azure. This will allow you to combine on-premise and cloud-based storage solutions for your SQL Server 2014 databases. The files are stored as blobs in Microsoft Azure. This offers the DBA a number of benefits, some of which are listed as follows:

- Fast and easy migration
- Low cost storage—potentially limitless storage
- High Availability (HA) and Disaster Recovery (DR)
- Security

Creating a database that uses the Microsoft Azure Storage integration

In order to use Microsoft Azure Storage for your SQL Server database files, you will need to create a Microsoft Azure Storage account, and you will need to create a storage container.

To create a database that uses Microsoft Azure Storage, you need to follow the ensuing steps:

1. Create a Microsoft Azure Storage account and then create a container.
2. Following this, create a policy on the storage container and generate a Shared Access Signature (SAS) key.
3. Now, create a SQL Server Credential.
4. Finally, you can create a database in Microsoft Azure Storage.
Creating a Microsoft Azure Storage account and container

To use Microsoft Azure Storage for your SQL Server database, an account and a blob storage container will need to be created. Because you have already created your Microsoft Azure Account, you will now need to create a storage container for the databases’ data files.

From the management portal, select the STORAGE option from the left-hand menu, which is shown in the following screenshot:

Click on the New button at the bottom of the screen and run through the wizard. The most important thing to note here is that you need to disable geo-replication. When geo-replication is set, the write order is not guaranteed, and this can lead to database corruption. Geo-replication allows you to keep multiple durable copies of data across different sites, but how the technology writes data to disk does not lend itself to how SQL Server will write data to the disk. Therefore, when using Microsoft Azure Storage for your database, you will not be able to use this option.

For More Information:
Click on the CREATE STORAGE ACCOUNT button to create the account as shown in the following screenshot. The storage account will take a minute or two to do this.

![CREATE STORAGE ACCOUNT](image)

In the management portal, click on the newly created account that will be used for the storage configuration screen. At the top of the screen, you will see a list of options that contains Dashboard, Monitor, Configure, and Containers. Click on Containers, and click on the option to create a container. Give your container a name; I called mine sqldata.

The first step is complete; we then need to create a policy followed by SAS.

### The container policy and Shared Access Signature

To simplify this process, Azure Storage Explorer is going to be used, which provides a nice graphical interface. You can download the software from the CodePlex website for free at [http://azurestorageexplorer.codeplex.com](http://azurestorageexplorer.codeplex.com).

After you have downloaded the Azure Storage Explorer, the following steps will guide you in using it to create a Shared Access Signature:

1. Install the .msi package on your computer, open up the Azure Storage Explorer, and connect to your storage container using the credentials supplied in the management portal. You will need the storage account that you created previously as well as a storage access key. Click on the storage account and then click on the Manage Access Keys icon. This can be found at the bottom of the storage container. You will need the key to connect.

For More Information:
2. When you have successfully connected to your storage account, the Azure Storage Explorer will look similar to the following screenshot:

![Azure Storage Explorer](image-url)

3. When successfully connected to the storage account, you will see the SQLDATA container on the left-hand side; click on the **security** button.

4. When the security dialog box opens, you will need to first create a new policy. Click on the **Shared Access Policy** tab.

5. Click on the **New** button and give the policy a name. To keep things simple, I called mine `sqldata` and gave policy permissions to read, write, list, and delete; along with this, you can also give it a start date, a start time, an end date, and an end time.

6. You then need to click on the **Save Policies** option. Following this, click on the **Shared Access Signature** tab, which is in the middle tab of the **Security** dialog box.

---

**For More Information:**

7. The **Container name** textbox should be completed. Leave the **blob name** textbox blank and then choose the policy that was just created from the drop-down list. After this, click on the **Generate Signature** button. You will need this when setting up the credential in the next section.

**Creating a credential**

Connect to the local SQL Server instance in Management Studio that will be used to house the database that will make use of the Microsoft Azure Storage to execute the following **CREATE CREDENTIAL** statement:

```
CREATE CREDENTIAL [https://gresqlstorage.blob.core.windows.net/sqldata]
WITH IDENTITY='SHARED ACCESS SIGNATURE',
SECRET = 'sr=c&si=SQLDATA&sig=PtQi1NXuJz%2BGCUkpdpEBs4o4Lo60FjTbfJ2dNx3XX8%3D'
```

**Downloading the example code**

You can download the example code files for all Packt books you have purchased from your account at http://www.packtpub.com. If you purchased this book elsewhere, you can visit http://www.packtpub.com/support and register to have the files e-mailed directly to you.

The **CREATE CREDENTIAL** statement uses the full **Uniform Resource Identifier (URI)** of the storage container for the credential name, including https:// address. The identity is mandatory and needs to be set as **SHARED ACCESS SIGNATURE**. The secret is the SAS that we created previously but not the full URI—everything up to the first ? needs to be removed.

**Creating a database using Microsoft Azure Storage**

To create a database that makes use of Microsoft Azure Storage, you will have to connect to the local database instance where the database will be created using Management Studio and Object Explorer. So, open a new query window and run the following **CREATE DATABASES** statement:

```
CREATE DATABASE TestDB1
ON
(NAME = TestDB1_data,
FILENAME = 'https://gresqlstorage.blob.core.windows.net/sqldata/TestDB1Data.mdf')
LOG ON
```

For More Information:

This command will create a database that appears to be an on-premise database housed on the SQL Server 2014 instance, but the storage of the data and log files is in fact on Microsoft Azure Storage. This is a true hybrid database that spans both on- and off-premise technologies.

**Microsoft Azure Virtual Machines**

In this next section, we look at Microsoft's cloud-based Infrastructure as a Service offering. It is possible to quickly create a fully blown Windows Server 2012 virtual machine with SQL Server 2014 installed. Instead of building a virtualized environment on your premises, you rent a virtual machine from Microsoft. This approach does mean that you will have to undertake more of the administration tasks when it comes to managing the guest operating system, but you don't need to buy additional hardware.

**Creating a Microsoft Azure Virtual Machine**

The following steps will create a Microsoft-Azure-hosted virtual machine:

1. First, you will need a Microsoft Azure account to be able to create a SQL Server virtual machine in it. You can usually sign up for a free trial, so it won't cost you anything to test this out. Assuming that you have the account set up and you are signed in, you will be able to create your own virtual machine.

2. From the Microsoft Azure Management portal, you need to click on the Virtual Machine tab on the left-hand side menu. Click on the New button. Ensure that the virtual machine option is selected and then click on the From Gallery button as shown in the following screenshot. Microsoft supplies a list of templates that you can make use of in order to quickly deploy a virtual machine of your choice.
3. When you have clicked on FROM GALLERY, you can choose the template that you want to use. In this case, the SQL Server option has been chosen, so choose SQL Server 2014 on Windows Server 2012 R2. Then, click on the Next button as shown in the following screenshot:

For More Information:
4. Give the virtual machine a name. In my case, I have named my virtual machine **GRESQL2014**. Once you have chosen a name, specify an account username and password that will allow you to connect to the new virtual machine. Click on **Next** to continue.

5. You will then set up the configuration of the virtual machine. In my case, I’m going to accept the defaults offered here, but you can change them if you wish to. After this, click on **Next**.

6. In the next screen, you get to specify which endpoint should be created for your virtual machine; that is, you get to specify how you want to connect to and work with the new virtual machine. The defaults are Remote Desktop and PowerShell. Again, in my case, I am happy with both of these, so I will accept the defaults. However, you can add additional endpoints here if you want, too.
It will take a few minutes for Microsoft Azure to provision the virtual machines for you. When the machine is set up, you can set the remote desktop to the new virtual machine from your laptop or computer. From that point onwards, it's like working on any virtual or physical machine remotely. You can start Management Studio and connect it to your new SQL Server 2014 instance. You can create and manage databases just as you would with a server hosted in your data centers.

**Summary**

This chapter covered the new features of SQL Server 2014 that allow you, as the database administrator, to work with SQL Server on Microsoft's cloud platform. With the introduction of Microsoft Azure Storage for SQL Server database, the line between on-premise and off-premise has become blurred. Windows Azure SQL Databases offer a fully managed solution for housing your database. If you prefer, you can make use of SQL Server 2014 VM that is hosted in Microsoft Azure so that you, as the DBA, have more control and a greater ability to manage the server while the server is still hosted in the cloud.

In the next chapter, we will be looking at how the new features of SQL Server 2014 will help us develop a more comprehensive disaster and recovery strategy, and it's no surprise that there has been greater cloud integration in this area too.
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