
Chapter 1: Protecting Data in Motion or at Rest 

 

 

 

 



 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Chapter 2: The Evolution of Ciphers 

 

 

 

 



 

 

 



 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Chapter 3: Evaluating Network Attacks 

 

 

 



 

 



 

 



 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Chapter 4: Introducing Symmetric Encryption 

 

 

 



 

 

 



 



 



 

 

 

 



 

 

 

 



Chapter 5: Dissecting Asymmetric Encryption 

 

 

 



 

 



 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Chapter 6: Examining Hash Algorithms 

 

 

 



 

 

 



 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 



Chapter 7: Adhering to Standards 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Chapter 8: Using a Public Key Infrastructure 

 

 

 



 

 



 

 



 

 

 



 

 



 

 

 



 



 



 



 

 

 

 

 

 

 

 

 

 

 

 

 



Chapter 9: Exploring IPsec and TLS 

 



 

 



 



 



 



 

 



 

 

 



 

 



 

 

 



 

 



 

 

 



 

 

 

 

 

 

 

 

 

 

 

 



Chapter 10: Protecting Cryptographic Techniques 

 

 



 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


